
Discuss the security implications of the following cloud features: 

 Outsourcing 

Giving up some control over data processing, storage, and management when you 

outsource data and services to a private cloud provider raises concerns over control of the 

activities. The team will definitely lose a level of visibility and control over the whole 

process. 

Additionally, the dependability and credibility of the selected cloud provider have a 

significant impact on the security of the data and services, in other words, such risks 

associated with the service provider can directly affect the organization. 

When using cloud computing for data outsourcing, data may be stored in various 

geographical locations, which raises concerns regarding data sovereignty, legal 

jurisdiction, and adherence to laws like GDPR. 

 Multi-tenancy 

In multi-tenancy, different users share the same resources and physical infrastructure, so 

there are possibilities of a tenant accessing or interfering with another tenant's data or 

activities. 

Additionally, problems with resource contention may arise when sharing resources 

among several tenants. The performance or security of other tenants may be impacted by 

malicious activity or misconfigurations by one tenant. 

Furthermore, the attack surface is increased by multi-tenancy because there is a chance 

that shared resources or underlying infrastructure vulnerabilities will be exploited to 

obtain unauthorized access to the information or services of other tenants. 

 Service Level Agreement 

Data availability, confidentiality, and integrity may be at risk if SLAs on security are 

unclear or provide no guarantees. 

SLAs ought to cover compliance requirements pertinent to the sector and region in which 

the organization operates. Penalties, both monetary and legal, could follow 

noncompliance. 

 Virtualization 

Virtualization adds new software layers, or hypervisors, to control virtual machine (VM) 

instances. This leads to increased complexity which in turn leads to increased risk as it 

becomes harder to keep track of workloads and applications in a virtualized environment, 

therefore making it difficult to monitor security policies. 

Additionally, Data migration or movement between physical servers is occasionally a 

feature of virtualization technologies. So, unauthorized access or data leakage may result 

from migration procedures that are unsafe or improperly configured. 

 


